ADA COUNTY
EMERGENCY MANAGEMENT

7200 Barrister Drive
Boise, Idaho 83704
(208) 577-4750
Website: http://www.accem.org/

LOCAL EMERGENCY PLANNING COMMITTEE
April 23, 2015, 3:00 P. M.

Ada County Emergency Operations Center
Vernon L. Bisterfeldt Public Safety Building
7200 Barrister Drive

AGENDA

INFORMATION & DISCUSSION ITEMS (3:00 PM)

e Review of Major Whole Community Preparedness Efforts and Group Discussion on
Future Projects

e Public Outreach, Community Emergency Response Team (CERT) Training, and
Employee Training

e Review Current Ada County Threat/Hazard ldentification and Risk Assessment (THIRA)
and Potential New Capability Targets as They Relate to the LEPC

e Overview of Ada County Hazards Mitigation Plan Update for 2016 and Request for
Public/LEPC Input and Participation

e The US Department of Homeland Security’s Protected Critical Infrastructure Program
(PCII): What is it and What is the Benefit to the Private Sector? *

e Open Forum/Next Steps/Future Meeting Topics

ADJOURNMENT (4:30 PM)

* Attachment

5 LEPC Meeting Dates & Locations (tentative)
June 11, 2015 Ada County EOC
September 10, 2015 Ada County EOC
December 10, 2015 Ada County EOC



i 1 Protected Critical
(@; Homeland Infrastructure Information
: Program

The Protected Critical Infrastructure Information (PCII) program protects infiastructure information voluntarily shared with
DHS to be used for homeland security purposes. The PCII program was created by Congress in the Critical Infiastructure
Information Act of 2002, ensuring that PCII in the government’s hands is protected
from disclosure

Protections

PCII cannot:

¢+ Bedisclosed through a Freedom of Information Act (FOIA) request or through a
request under a similar State, local, tribal, or territorial disclosure law;

+  Bedisclosed in civil litigation; or

*  Beused for regulatory purposes.

PCII may only be used by a Federal, State, local, tribal, or tervitorial government employee
or contractor who:

*  Has taken PCII training; Source; U.S. Department of Homeland Security

+  Has homeland security duties; and
*  Hasa valid need to know that particular information.

PCII is specially marked and must be safeguarded, both physically and electronically, under specific procedures to
avoid any improper disclosures. All of these protections ensure that submitted information is protected and is used
only by authorized homeland security professionals and used only for homeland security purposes.

Uses

PCII is used by DHS and other government homeland security professionals to identify vulnerabilities, mitigation
strategies, and protective measures. DHS works closely with critical infrastructure asset owners and operators to
provide a wide array of services and products to help them protect the Nation’s critical infrastructure, and PCII is a
key component in these efforts. PCII also allows DHS to collect and protect sensitive security critical infrastructure
information, cyber-attack, risk, and vulnerability information to protect the Nation’s infrastructure. PCII protections
allow access to a vast amount of critical information necessary to detect, deter, and defend against threats to the
Nation.

Contact Information

Learn how the IP Gateway can support your organization’s homeland security efforts by contacting the IP Gateway
Help Desk at [PGateway(@hq.dhs.gov or 1-866-844-8163.
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